
Sensibilisation à la 
cybersécurité 

Social Engineering

"Illusion is everything" - Bernz

Laurent Linard 



Les objectifs de 
la 
sensibilisation

• Apprendre à appliquer les 
bonnes pratiques ;

• Savoir comment reconnaitre les 
menaces les plus courantes ;

• Le lien avec votre travail au 
quotidien ;

• Lever les interrogations par 
rapport à la sécurité de 
l’information et la cyber 
sécurité.



Avez-vous déjà été confronté à des tentatives de 
social engineering dans votre environnement de 
travail ?



Les motivations principales

• L’information 

 Concurrents ;

 Comptabilité ;

 Liste des employés

 Curiosité mal placée (interne) ;

 …

• Déstabilisation 

 Destruction physique ou logique

 Vol de données stratégiques 

 Vengeance

 Blocage

 Fuite d’information (Leaks)

 …
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• Etatique 

• Manipulation politique 

• Changement de régime ou gouvernement

• Espionnage

• …

• Financière 

• Attaques multiples > Phising/Hacking pour 
ransomwares et rançons 

• Revente de base de données illégalement

• Transactions frauduleuses

• Vol d’identité

• …



1. Et pas que sur le net :
Le triangle de la sécurité

•
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PHYSIQUE: 

Bureau, immeuble, voiture, 
armoires,…

INFORMATIQUE :

Téléphone, ordinateur, 
serveurs, accès wifi,…

ORGANISATIONNEL :

Procédures et Management

Qui, Quoi, Comment, Quand?

Organisation



À votre avis, pourquoi y a-t-il une telle 
augmentation au niveau de ce type d'attaque ?



Pourquoi cette augmentation ? 2
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Facile → Si pas 

bien sécurisé

Efficace → Si 

correctement 

utilisé

Bon marché et 

facile à trouver 

si on sait où 

trouver

Des cibles de + en + nombreuses

* Transformation numérique globale 
(Entreprise et administration)

*Déploiement large des technologies 
dans le grand public

*Manque d’expert en sécurité et 
management de 
la cybersécurité

Expertise accessible

* Marché noir d’outils d’attaques

* Hack as a Service

* Outils automatiques plus faciles
* Prix Ddos : $20 à XX $ à           
qq centaines de $

Risques faibles pour les 
attaquants*

*Anonymisation / Absence de traces
*Peu de monitoring

*Réponse judiciaire complexe
*Crypto-monnaies

*Tor et machines fantômes

Profits importants

* Données cartes bancaires : 3 à $150 / 
Carte

* Données personnelles : 0,3 à 
2$/personne

*Données médicales : 2$ à 50$/personne

*Fraude, espionnage

Motivations des 
CyberCriminels



Quel est le pourcentage de cyberattaques qui 
relèvent de l'ingénierie sociale ?





le social engineering en vidéo
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Vidéo d’introduction

https://www.youtube.com/watch?v=ZLAT2pggbNQ


Reliez le mot à sa définition
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L’ingénierie sociale : Le phishing 
Qu’est-ce que le phishing?

• Le phishing vient du terme”fishing” 
(pêche) et est utilisé délibérément en 
raison de la manière dont il 
fonctionne : Le Hameçonnage.

• C’est une technique utilisée par des 
fraudeurs pour obtenir des 
renseignements personnels dans le 
but de perpétrer une usurpation 
d'identité via des messages “qui vous 
attirent” et qui tentent de vous faire 
”mordre à l’hameçon”.

• Une fois que vous êtes 
“hameçonnés”… Vous avez des 
problèmes.
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Le phishing
Les trois principaux types

1
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1.Le lien malveillant qui vous conduit vers des 
sites Web factices qui volent vos informations ou 
infectent votre appareil avec des logiciels 
malveillants.

2.La pièce jointe malveillante qui compromet 
votre ordinateur.

3.La demande de données sensibles par les 
pirates qui vous invitent à saisir des identifiants, 
des mots de passe, des informations financières, 
etc. qui sont ensuite volés.



Le phishing
Exemple de phishing 
basé sur le lien
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Un lien peut en cacher 
un autre : test !

2
4

-0
1

-2
4

26

• Laurent.dupont@colissimo.com

• Laurent.dupont@collissimo.com

• Laurent.dupont@colissimo.com

• Laurent.dupont@colissimo.com

• Laurent.dupont@colissimo.com

•

mailto:Laurent.dupont@colissimo.com
mailto:Laurent.dupont@collissimo.com
mailto:robert.lehackeur@jetaibieneu.be
mailto:Laurent.dupont@çolissimo.com
mailto:Laurent.dupont@colissimo.com


Un lien peut en cacher 
un autre : test !
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• Laurent.dupont@colissimo.com

• Laurent.dupont@collissimo.com

• Laurent.dupont@colissimo.com

• Laurent.dupont@colissimo.com

• Laurent.dupont@colissimo.com

•

mailto:Laurent.dupont@colissimo.com
mailto:Laurent.dupont@collissimo.com
mailto:robert.lehackeur@jetaibieneu.be
mailto:Laurent.dupont@çolissimo.com
mailto:Laurent.dupont@colissimo.com


Le phishing
Exemple de demande d’informations 
sensibles
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Le baiting (ou 
technique de 
l’appât)

• Cette variante est proche du 
phishing. Ce qui la rend 
différente, c'est la promesse 
d'un objet ou d'un produit 
que les attaquants utilisent 
pour séduire leurs victimes. 
Par exemple, ils utilisent 
l'offre de téléchargement 
gratuit de musiques ou de 
films.
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Pretexting (ou 
prétexte)

Cette attaque utilise un prétexte pour 

attirer l’attention et inciter la victime à 

fournir l’accès à des données sensibles ou 

des systèmes protégés. L'attaquant se 

fait généralement passer pour une 

personne d'autorité proposant son aide 

afin d'obtenir des données sensibles. Par 

exemple, se faire passer pour un 

employé d'une banque afin d'obtenir les 

coordonnées bancaires de la victime.



Spear 
Phishing et 
encore............
... plus...

le Whaling



Le tailgating (ou talonnage)



Attaque de point 
d’eau
Watering Hole

• L’attaque de point d’eau 
(Water-holing) cible un 
groupe d’utilisateurs ainsi 
que les sites Web qu’ils 
visitent fréquemment. Le 
cybercriminel explore ces 
sites Web à la recherche d’une 
faille de sécurité puis l’infecte 
avec un maliciel. L’un des 
membres du groupe ciblé est 
éventuellement contaminé 
par le maliciel. Cette 
technique d’ingénierie sociale 
est très spécifique et difficile 
à détecter. h
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Le maliciel ou Faux-
semblant

• Le maliciel est utilisé pour amener les victimes à 
payer pour éliminer un maliciel, un virus ou un 
autre logiciel contaminé de leur ordinateur. On leur 
fait croire qu’il y a un virus ou un maliciel sur leur 
ordinateur et qu’il sera retiré en échange d’une 
somme d’argent. Selon l’arnaque, le criminel s’en 
tient à voler les informations de carte de crédit de la 
victime ou en profite pour installer également un 
vrai maliciel ou rançongiciel sur l’ordinateur.



Logiciel alarmant 
(scareware)

• Également considéré comme 
une forme de logiciel 
malveillant, le logiciel alarmant 
ou scareware utilise la peur 
pour inciter les utilisateurs à 
partager des informations 
confidentielles ou à télécharger 
des logiciels malveillants. Ils 
prennent souvent la forme d'un 
faux avis des forces de l'ordre 
accusant la personne d'un délit, 
ou d'un faux message 
d'assistance technique 
avertissant l'utilisateur de la 
présence d'un logiciel 
malveillant sur son appareil. h
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ARNAQUE AU 
PRÉSIDENT

• Extrêmement redouté par les entreprises, ce type 
d’attaque peut engendrer des dommages financiers 
importants. Souvent lié aux attaques de phishing, 
les escrocs se font passer pour le président de 
l’entreprise pour demander à un employé d’effectuer 
un virement important et urgent à l’étranger.



• La clé USB

• Offert comme un cadeau, 
une clé USB infectée et 
utilisée sur un appareil 
peut permettre d'en prendre 
le contrôle. Une fois 
connecté, le logiciel 
malveillant contenu sur la 
clé permettra à son auteur 
de prendre le contrôle de la 
machine à distance. Ce 
virus peut s'étendre à tous 
les autres appareils reliés 
au même réseau.



Quid pro quo :

• Des employés mécontents 
peuvent être amenés à 
fournir des informations 
sensibles à un pirate en 
échange d'argent ou d'autres 
promesses.



Ingénierie sociale en 
personne :

• Ingénierie sociale en personne : Les attaquants peuvent se 
faire passer pour des employés, des techniciens ou des 
visiteurs légitimes pour infiltrer des locaux sécurisés et obtenir 
un accès non autorisé à des informations ou à des systèmes.

https://www.human-station.com/sequences/le-piratage-psychologique-definition



Usurpation d'identité 

• Les attaquants peuvent utiliser des informations 
personnelles volées ou publiques pour se faire passer 
pour quelqu'un d'autre, tels que des employés, des 
partenaires commerciaux ou des amis, afin de gagner 
la confiance des victimes et obtenir des informations 
sensibles.

https://www.avg.com/fr/signal/what-is-social-engineering



Ingénierie sociale 
téléphonique :

• Les escrocs/hackers compétents ont tout mis en place pour 
paraître légitimes :

• Les bonnes informations

• L’urgence 

• L’expertise téléphonique

• Une ambiance professionnelle

https://blog.mailfence.com/fr/le-vishing-ingenierie-sociale/



• Le vishing (hameçonnage vocal ou 
VoIP) est un cybercrime qui consiste à 
passer des appels téléphoniques dans 
le but d’obtenir les renseignements 
personnels et confidentiels d’une 
victime. Les cybercriminels utilisent 
des tactiques d’ingénierie sociale pour 
convaincre leurs victimes de partager 
des informations privées comme les 
données d’accès à un compte bancaire.

• Un exemple en 
image :https://www.youtube.com/watc
h?v=lc7scxvKQOo&t=1s

https://www.youtube.com/watch?v=lc7scxvKQOo&t=1s




De qui faut-il se méfier ?



Les

Leviers

Psychologiques



À votre avis, quels sont les leviers psychologiques sur 
lesquels les hackers agissent pour vous manipuler ?



10 techniques de manipulation 
mentale à repérer et à fuir

• La manipulation mentale vise à contrôler ou influencer les émotions, les pensées, 
le comportement d’autrui de façon positive ou négative et de manière consciente 
ou inconsciente chez le sujet.

• Nous utilisons tous la manipulation au quotidien pour obtenir quelque chose 
d’autrui.

• Recourir au chantage émotionnel

• Faire culpabiliser l’autre

• Menacer et intimider

• Jouer sur les insécurités de l’autre

• Dénigrer, critiquer et se moquer constamment
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• Renier l’existence de l’autre

• Être ambivalent sur ses attentes

• Séduire par des compliments excessifs

• Utiliser la projection mentale pour manipuler

• Utiliser la technique du gaslighting pour rendre 
l’autre fou



Le futur de l'ingénierie sociale

Avec le Deepfake ou le Deepvoice, 
la supercherie des ingénieurs
sociaux sera encore plus dure à 
déceler. Le Deepfake permet de 
remplacer son visage par celui de 
sa victime, le Deepvoice permet
de remplacer sa voix par celle de 
sa victime. Si la victime est un 
chef d'entreprise, alors il est
facile, et à peu de frais de se faire 
passer pour lui.

Autrement dit, même un contact 
en video ne permet pas de savoir 
si la personne est véritablement
la bonne.

Le Deepfake et le Deepvoice sont
donc deux technologies pouvant
être mises à profit par les 
cybercriminels dans le cadre 
d'une attaque par ingénierie
sociale.



En résumé le cercle vicieux

https://fr.safetydetectives.com/blog/quest-ce-que-lingenierie-sociale-et-pourquoi-represente-t-elle-une-menace/



Ce qui doit vous 
alerter

• Fautes d’orthographe, de 
grammaire et de language ;

• Attention pour les jeunes ☺
• Adresses mails suspectes ;
• Nom d’interlocuteur inconnu ;
• Url inhabituel, lien hypertexte qui 

ne correspond pas au site réel ;
• Présence de pièces jointes (*.exe ; 

*.bat ; …) ;
• Demande d’informations

personnelles (sensibles) ;
• Exemple: mot de passe, adresse, 

numéro de téléphone, numéro de 
carte bancaire ;

• Demande de recontacter un 
numéro de type 08XX ;

• …



Phishing 

Ingénierie     
sociale

Ce qu’il faut 
retenir
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Et si on me 
contacte par 
téléphone?

Vérifiez 
l’identité de 
vos contacts 
ou demandez 

à les 
rappeler un 

peu plus tard

Communiquez 
avec prudence 

des 
informations 

qui 
concernent 
collègues, 

amis, famille 
ou vous-même

Ne suivez pas 
aveuglément 

des 
instructions 

téléphoniques

Vérifiez et 
soyez 

septique -
recontactez 
au besoin !
Fouillez sur 
ce contact !

Ne 
communiquez 
jamais votre 

mot de passe !!

Ignorez les 
enquêtes 

téléphoniques !!!



Un dernier bon réflexe à adopter :
VPN
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• Sécuriser la connexion

• Chiffrement

• Données non lisibles par des tiers

• Connexion anonyme (ou presque)

• Votre adresse ip est modifiée

• Vous avez accès au monde entier



Un doute 
???? Signaler !!!!!
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• Vous avez fait face à une situation suspecte ?

• Pour le privé :

• Envoyez-le à l’adresse suspect@safeonweb.be et 
supprimez-le ensuite.

• Dans votre entreprise :

• Prévenez le service IT avec une capture d'écran > 
Démo !

• Ne pas le transférer !

• Ne pas ouvrir la pièce jointe !!

• Ne PAS cliquer !!!

54



Incidents de sécurité :
solutions

• Débranchez la machine du réseau (Coupez WIFI et Cable réseau sans les ciseaux ☺)

• Signalez les faits (essayez de noter sur un carnet papier)

• Alertez votre service IT

• Alertez votre direction

• Ne pas transférer des éléments douteux

• Conservez les preuves (ex: captures d’écran) > COMMENT FAIRE ?

• Déposez plainte à la POLICE si vous êtes directement concerné ;

• Identifiez la source afin de ne plus reproduire (Pas tjs facile) ;

• Lorsque vous êtes face à un incident de sécurité de type propagation de virus, 
ransowmare, n’éteignez pas votre pc !
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Si vous êtes 

victimes



Enquête de satisfaction



Envie

d'exemple ?
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Merci pour votre attention ;)

https://www.linkedin.com/in/linard/


Pour aller un peu
plus loin 

https://www.ipe.fr/politique-securite-informatique-entreprise/



Les bons réflexes à adopter
Définition d’un mot de passe

• Pas facile à deviner 
 Mot de passe fort 

 Minimum une autre authentification ;

 Mot de passe faible (Login/Pass) ;

• Changez régulièrement (OUI et NON) ;

• Un pass différent pour chaque compte ;

• Evitez de l’écrire (post-it) ou en dessous du clavier ou dans 
votre portefeuille ;

• Ne pas activer la sauvegarde automatique des navigateurs 
et éventuellement (OS) ;

• Effacez l’historique de navigation de temps en temps ;

• Evitez de le confier à des tiers (Inconnue, Ami, Collègue 
ou même votre responsable) ;

• Activez la double authentification lorsque c’est possible > 
? La M?F?A?

• Trouvez-vous une formule magique.
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Pas sur la main ! En dessous du clavier ou un 

post-it



L’utilité d’un mot de passe « fort ».... 

• L’authentification consiste à vérifier l’identité d’un utilisateur. 

• Réduire la vulnérabilité
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Applications

Données

Documents

Identifian

t

Mot de 

passe

Matériels

Ne pas confondre avec 

authentification forte !



Les bons réflexes à adopter 
Résistance d’un mot de passe

Mot de passe Time to crack (2012) 

– (1)

2018 (2) 2018 (3) 2020  (4) 2022 GO !

michael 2 Sec 0.22 s - 0 sec - 0 sec

MichaeL 6 min et 2 sec 18 h 58 min - 0 sec - 25 sec

M1chaeL 20 min et 40 sec 2 J 16 h 59 m 0.01 sec 1 min

M1ch@eL 6 h et 20 min 1 M 1 S 5 D 21 

H

0.01 sec 6 min

jatl|Dd@M 2 ans et 4 mois Infinity 5 ans 2 mois

jatl|Dd@MJ 198 ans et 26 jours Infinity 391 ans 17 ans

:Jemangedesbananas 490978540809316900 ? Infinity 800 ans 1 

quadrillion 

• Quelle est la force d’un mot de passe ?

• Ex: Michael (Jackson) Pas une bonne idée d’utiliser des noms connus … même long.

(1) https://random-ize.com/how-long-to-hack-pass

(2) https://www.betterbuys.com/estimating-password-cracking-times/

(3) https://www.my1login.com/resources/password-strength-test/

(4) : https://www.security.org/how-secure-is-my-password

DITES : Phrases PASS

https://random-ize.com/how-long-to-hack-pass
https://www.betterbuys.com/estimating-password-cracking-times/
https://www.my1login.com/resources/password-strength-test/
https://www.security.org/how-secure-is-my-password


Construction d’un mot de passe

• Caractères spéciaux $^ù*!:à)   -> 28 éléments

• Lettres majuscules ABC… -> 26 éléments

Lettres minuscules abc… -> 26 éléments

Chiffres 123… -> 10 éléments

•$#3j~Zw?sYZ5
• 12 caractères
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28 caractères → THE BEST : La Phrase Passe

:C’Est1000FoisFacileàRetenir

Et l’Espace ?



Les bons réflexes à adopter
Les mots de passe les + utilisés A éviter !!!!!!
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Construction d’une authentification FORTE

▪ UNE PHRASE PASSE ou une FORMULE

• Utilisez >16 à 20 caractères au minimum ;

• Adoptez les recommandations vues avant ! ☺

• (1) LA FORMULE ou La Phrase Passe (+IchMange100ApplesEt2Bananas)

• TRUC : Mélangez les langues… + Inscrivez les chiffres au milieu

• (2) CONFIGUREZ le MFA*

• Téléchargez une APPS sécure

• SCANNEZ le QR Code en fonction du compte

• RISQUES du MFA ?

• IMPRIMEZ les CODES de Récupération !!!

• Cachez les ☺

• Utilisez le multi-facteur un maximum (Exemples)

*SINCE 1990 ☺



Commandement 1
•
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Utilisez des mots de passe différents pour tous les 

services professionnels et personnels auxquels vous 

accédez

1



Commandements 2
•
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Ne mélangez pas votre messagerie professionnelle et 

personnelle

2



Commandements 3
•
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Ayez une utilisation responsable d’internet au travail

3



Commandements 4
•
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Maitrisez la confidentialité de vos informations sur les 

réseaux sociaux

4



Commandements 5
•
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N’utilisez pas de service de stockage en ligne personnel 

à des fins professionnels

5



Commandements 6
•
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Faites les mises à jour de sécurité de vos équipements 

et mises à jour applicatives (ne les reportez pas)

6



Commandements 7
•
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86

Utilisez une solution de sécurité contre les virus 

et autres attaques

7



Commandements 8
•
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Installez sur votre smartphone que des applications 

connues (vérifiez les commentaires) et cherchez des 

exemples de failles.

8

TAPEZ le nom du logiciel +Faille dans le moteur de recherche
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Méfiez-vous des supports USB
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Commandements 10
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Evitez les réseaux Wi-Fi publics ou inconnus

10



l’environnement de travail: La sécurité 
de votre espace de travail

• Ne laissez pas votre appareil sans surveillance !

• Verrouillez votre session quand vous quittez votre poste de travail.

• Rangez votre bureau (ne pas laisser des documents importants à vue !!!).

• Effacez le tableau blanc … s’il contient des informations confidentielles.
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La sécurité sur les réseaux sociaux

• Ne communiquez pas vos données personnelles (date de naissance, adresse, 
N° téléphone)

• Vérifiez vos paramètres de confidentialité
 Configurez les ! 

 Renseignez-vous

• Maitrisez vos publications

• Faites attention à qui vous parlez ou chattez

• Contrôlez les applications (trop intrusives)

• Supprimez votre compte si vous ne l’utilisez plus
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Wifi lieux publics / Pirates inspirants

https://www.youtube.com/watch?v=LiRVDHC3skA https://www.youtube.com/watch?v=N_WH3rQCPi8

https://www.youtube.com/watch?v=LiRVDHC3skA
https://www.youtube.com/watch?v=N_WH3rQCPi8


A vous de jouer à la pêche

Êtes-vous aguerri ou tombez-vous facilement 
dans le panneau du phishing ?

Faites le test : ligne

Crypto Party : Off - Line  avec © David Blampain alias le Capitaine Cyber

https://www.safeonweb.be/fr/quiz/test-du-phishing
http://www.google.be/url?sa=i&rct=j&q=&esrc=s&source=images&cd=&cad=rja&uact=8&ved=0ahUKEwjfyrmmq7zNAhWGLMAKHTJWBSoQjRwIBw&url=http://www.mooddesignstudio.be/projects/infographics&psig=AFQjCNFgDsCtTlY2dqkVhEa-g4S1GoynjA&ust=1466709084554893


• Ransonware part 1 : https://www.youtube.com/watch?v=K3ctVjz4NvU

• Ransonware part 2 : https://www.youtube.com/watch?v=pooeMsv9qJ0
 Ca parle des mots de passe, conseil , double authentification 

• RGPD c’est quoi ? https://www.youtube.com/watch?v=hYwHaZj57zQ

• Télétravail : Attention chez vous : https://www.youtube.com/watch?v=w6AbMNCyoTE

• Vos métadonnées sous surveillance : https://www.youtube.com/watch?v=kz3Zb_Y_wJw

• Les 5 pirates qui glacent le sang ! https://www.youtube.com/watch?v=N_WH3rQCPi8

• Piraté un WIFI gratuit > Facile: https://www.youtube.com/watch?v=LiRVDHC3skA

• Mot de passe fort :  https://www.youtube.com/shorts/rcuemQFAP_U

• Cliquez pas sur tout ce qui bouge :https://www.youtube.com/watch?v=lfoe5Ldn-AI

• Média sociaux : se protéger : https://www.youtube.com/watch?v=i007ntqNOGQ
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Vidéos intéressantes à voir et revoir

https://www.youtube.com/watch?v=K3ctVjz4NvU
https://www.youtube.com/watch?v=pooeMsv9qJ0
https://www.youtube.com/watch?v=hYwHaZj57zQ
https://www.youtube.com/watch?v=w6AbMNCyoTE
https://www.youtube.com/watch?v=kz3Zb_Y_wJw
https://www.youtube.com/watch?v=N_WH3rQCPi8
https://www.youtube.com/watch?v=LiRVDHC3skA
https://www.youtube.com/shorts/rcuemQFAP_U
https://www.youtube.com/watch?v=lfoe5Ldn-AI
https://www.youtube.com/watch?v=i007ntqNOGQ


• Au secours! J'ai cliqué sur un faux lien

• https://www.safeonweb.be/index.php/fr/au-secours-jai-clique-sur-un-faux-lien

• Soyez malin. Déjouez le phishing.

• https://campagne.safeonweb.be/fr/phishing

• Les mots de passe, c’est dépassé

• https://campagne.safeonweb.be/fr/authentification-a-2-facteurs

• Savez-vous à quoi vous devez être attentif(ve) en cas de messages suspects ?

• https://www.safeonweb.be/fr/quiz/test-du-phishing

• Ne vous laissez pas prendre en otage !

• https://www.youtube.com/watch?v=g8mI58jtqJM

• Récupérons internet - 15sec spot

• https://www.youtube.com/watch?v=0Ti_M5I7edw

• Protection des données et RGPD (1/2)

• https://www.youtube.com/watch?v=RDqi3u4A1lg

• Protection des données et RGPD (2/2)

• https://www.youtube.com/watch?v=ymePTcFh0T4

• Protégez vos employés - Phishing 

• https://www.youtube.com/watch?v=sIwpybDGjpE
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Lecture et vidéo ! 
SafeOnWeb c’est du Belge

https://www.safeonweb.be/index.php/fr/au-secours-jai-clique-sur-un-faux-lien
https://campagne.safeonweb.be/fr/phishing
https://campagne.safeonweb.be/fr/authentification-a-2-facteurs
https://www.safeonweb.be/fr/quiz/test-du-phishing
https://www.youtube.com/watch?v=g8mI58jtqJM
https://www.youtube.com/watch?v=0Ti_M5I7edw
https://www.youtube.com/watch?v=RDqi3u4A1lg
https://www.youtube.com/watch?v=ymePTcFh0T4
https://www.youtube.com/watch?v=sIwpybDGjpE


Lecture et vidéo ! 
SafeOnWeb c’est du Belge

• Identifiez-vous les faux messages à temps ? :

• https://www.youtube.com/watch?v=quDdky4m-G4

• Allez les belges, boostez votre santé digitale!

• https://www.youtube.com/watch?v=yQHtN8EvvXk

• Protégez vos employés avec des bons Mots de passe 

• https://www.youtube.com/watch?v=l6Qmmvm-620

• Incident response: Comment ce préparer à une cyberattaque 

• https://www.youtube.com/watch?v=ETtBwTZWsm4

• Incident response: Que faire après une cyberattaque?

• https://www.youtube.com/watch?v=UbMMWqKzHQ0

• Incident Response - Arrêter l'attaque

• https://www.youtube.com/watch?v=yHkmUxpvrgI
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https://www.youtube.com/watch?v=quDdky4m-G4
https://www.youtube.com/watch?v=yQHtN8EvvXk
https://www.youtube.com/watch?v=l6Qmmvm-620
https://www.youtube.com/watch?v=ETtBwTZWsm4
https://www.youtube.com/watch?v=UbMMWqKzHQ0
https://www.youtube.com/watch?v=yHkmUxpvrgI


Sensibilisation à la sécurité de 
l’information

• Merci pour votre participation !
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